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Abstract— Different wireless systems sharing the same fre-
quency band and operating in the same environment are likely
to interfere with each other and experience a severe decrease in
throughput. In this paper, we consider IEEE 802.11 WLANs
and Bluetooth-based WPANs, which operate in the 2.4 GHz ISM
bands. We propose two coexistence mechanisms based on traf-
fic scheduling techniques, which mitigate interference between the
two technologies. The proposed algorithms can be applied either
when 802.11 and Bluetooth are able to exchange information as
well as when they operate independently of one another. Results
show that through the proposed coexistence mechanisms the in-
terference between 802.11 and Bluetooth can be reduced and the
throughput of the two systems is significantly improved at the ex-
pense of a small additional delay in the transfer of data traffic.

I. INTRODUCTION

IN the next few years, pervasive deployment of smart wire-
less devices is expected. To make this vision a reality, de-

vices must be able to share the same frequency band and move
between different wireless systems without the need of any li-
censing procedure [1]. However, although the use of unlicensed
bands facilitates spectrum sharing and allows for an open access
to the wireless medium, it also raises serious challenges such as
mutual interference between different radio systems and spec-
trum utilization inefficiency.

In this paper, we deal with the problem of mutual interfer-
ence between two emerging wireless technologies: WLANs
(Wireless Local Area Networks) and WPANs (Wireless Per-
sonal Area Networks). In particular, we consider IEEE 802.11
WLANs [2], [3] and short-range radio systems based on the
Bluetooth (BT) specification [4], [5], or equivalently, IEEE
802.15 WPANs [6]. These systems will operate in the 2.4 GHz
ISM (Industrial, Medical and Scientific) frequency bands, i.e.,
the unlicensed spectrum. BT uses a FHSS scheme, while IEEE
802.11 can either use a FHSS (Frequency Hopping Spread
Spectrum) or a DSSS (Direct Sequence Spread Spectrum) tech-
nique. WLANs and WPANs are complementary rather than
competing technologies, and many application models have
been envisioned where it is necessary for Bluetooth and 802.11
to operate simultaneously and in close proximity [7]. In these
conditions, interference between 802.11 and BT occurs when-
ever the interference energy is sufficient to cause a decrease of
the signal to interference ratio at the receiver and the two sys-
tems transmissions overlap both in frequency and in time.
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According to the IEEE 802.15 Working Group, interference
between 802.11 and BT causes a severe degradation of the sys-
tems’ throughput when the distance between interfering devices
is less than 2 m; a slightly less significant degradation is ob-
served when the distance ranges between 2 and 4 m [8]. In or-
der to mitigate such an effect, the IEEE 802.15 Working Group
has created the Task Group 2 (TG2), which is devoted to the de-
velopment of coexistence mechanisms [6], i.e., techniques that
allow 802.11 and BT to operate in a shared environment with-
out significantly impacting the performance of each other [9].

Two classes of coexistence mechanisms have been defined:
collaborative and non-collaborative techniques [6]. With col-
laborative techniques it is possible for the BT network and the
WLAN to exchange information to reduce the mutual interfer-
ence; however, they can be implemented only when the BT and
the 802.11 devices are collocated in the same terminal. With
non-collaborative techniques there is no way to exchange in-
formation between the two systems and they operate indepen-
dently. Examples of collaborative coexistence mechanisms are
the scheduling scheme, so-called META (MAC Enhanced Tem-
poral Algorithm) [10], and the TDMA (Time Division Multiple
Access) scheme presented in [11]. META involves the use of
a centralized controller, that monitors the BT and the 802.11
traffic and allows exchange of information between the two ra-
dio systems. The controller works at the MAC layer and allows
precise timing of packet traffic, thus avoiding interference be-
tween the two collocated devices. A similar approach is used
in [11], where a TDMA scheme is adopted to make transmis-
sions of two collocated BT and 802.11 devices never overlap
in time. This algorithm however can not be applied in the case
of BT voice traffic, and both these schemes are unable to mit-
igate interference coming from non-collocated devices unless
very restrictive assumptions are made on the network scenario
[10], [11]. Also, since they totally orthogonalize transmissions
of technologies that share the same radio spectrum, the sys-
tems’ throughput will be significantly decreased as the num-
ber of wireless technologies operating in the unlicensed bands
grows. An example of non-collaborative coexistence mecha-
nism is the Adaptive Frequency Hopping technique [12], [13].
According to this scheme, frequency channels are classified as
‘good’ or ‘bad’ and hops are adaptively selected from the pool
of ‘good’ channels. However, since the majority of current BT
implementations perform the hop selection in hardware, this
technique would imply a new release of BT devices.

In this paper, we propose two novel coexistence mechanisms,
so-called OLA (OverLap Avoidance) schemes, which are based

0-7803-7477-0/02/$17.00 (C) 2002 IEEE IEEE INFOCOM 2002



on simple traffic scheduling techniques. The first mechanism
is to be performed at the IEEE 802.11 in the presence of a
BT voice link, the second mechanism at the BT system in the
case of a BT data link. The proposed algorithms have the fol-
lowing advantages: 1) they do not need a centralized traffic
scheduler; 2) they can be implemented in collaborative or non-
collaborative mode; 3) they are able to mitigate interference
between collocated and non-collocated BT and IEEE 802.11
devices; 4) they have minor impact on the IEEE 802.11 stan-
dard and on the Bluetooth specification. Both the schemes are
based on the assumption that 802.11 and BT can detect inter-
ference due to other technologies sharing the same environ-
ment. This assumption is trivially true in a collaborative set-
ting, where information related to traffic transmissions can be
directly exchanged between the interfering systems. In a non-
collaborative setting, this information can be acquired through
channel sensing and assessment of the received signal strength
and of the packet loss rate. This is further discussed in Section
III.

By applying the OLA mechanisms, in the case of a BT voice
link we obtain an improvement of about 20% both in the 802.11
and the BT goodput, with an additional delay in the 802.11 data
transfer of the order of tens of milliseconds. In the case of a BT
data link, the goodput improvements are up to 50% for 802.11
and up to 24% for BT nodes, with a negligible increase in the
BT data transfer delay.

The remainder of the paper is organized as follows. In Sec-
tion II, we briefly describe the IEEE 802.11 and the BT tech-
nology, and introduce the model adopted to evaluate the mu-
tual interference between the two network systems. Section III
presents the proposed coexistence mechanisms; Section IV de-
scribes the considered simulation scenario. Results showing the
obtained improvement in performance are presented in Section
V. Finally, Section VI concludes the paper.

II. SYSTEM BACKGROUND

IEEE 802.11 WLANs cover a range of approximately 100 m
and can operate at bit-rates as high as 11 Mb/s. We focus on
systems that use the DSSS (Direct Sequence Spread Spectrum)
scheme and consider their bandwidth to be roughly equal to
22 MHz [2], [14]. The fundamental building block of the net-
work is the so-called Basic Service Set (BSS), which is com-
posed of several wireless stations using the same spreading
sequence and MAC function. Wireless stations can directly
communicate with each other forming an ad-hoc network, or
through a centralized access point, which also provides a con-
nection to the wired network [2]. The two fundamental MAC
schemes defined in the IEEE 802.11 standard are the DCF (Dis-
tributed Coordination Function) and the PCF (Point Coordina-
tion Function). The former is based on the Carrier Sense Multi-
ple Access with Collision Avoidance (CSMA/CA) protocol and
allows for an asynchronous data transport; the latter is based on
polling controlled by the access point and is able to support
real-time traffic [3]. In this paper, only the DCF scheme is con-
sidered.

Bluetooth provides interconnection of devices in the user’s
vicinity; its typical use is in a range of roughly 10 m. The basic
architectural unit in BT systems is the piconet, composed of a

master device and seven active slave devices at most, which are
allowed to communicate with the master only [4], [5]. Blue-
tooth can support up to three synchronous connection-oriented
(SCO) links, for real-time services such as voice traffic, and
asynchronous connection-less (ACL) links for non real-time ap-
plications, such as data traffic. The maximum throughput that
can be provided is equal to 721 Kb/s. A FHSS scheme is used at
the physical level with hop rate equal to 1600 hops/s; each mas-
ter chooses a different hopping sequence so that piconets can
operate in the same area without interfering with each other.
Hopping frequencies range over 79 frequency channels in the
ISM band, each of the channels being 1 MHz wide. The nomi-
nal hop dwell time is equal to 625 µs. A TDD technique is used
to transmit and receive data in a piconet: each packet transmit-
ted in a slot occupies 366 µs; slots are centrally allocated by
the master and alternately used for master and slave transmis-
sions. Master transmissions always begin at even slots (namely,
in slots 2n with n = 1, 2, . . .), slaves transmissions at odd slots
(namely, in slots 2n + 1 with n = 1, 2, . . .). Fig. 1 shows the
FH/TDD channel. The BT specification also allows for multi-
slot data transmissions, i.e., for packets that occupy more than
one slot (namely, three or five slots). In this case, packets are
sent by using a single frequency hop, which is the hop corre-
sponding to the slot at which the packet started.

In order to define mechanisms for the coexistence of IEEE
802.11 and BT devices operating in a common area, it is imper-
ative to develop an appropriate model for their mutual interfer-
ence.

f2n f2n+1 f2n+2

Master
t

Slave

time slot
t

Fig. 1. The FH/TDD channel in Bluetooth.

A. Interference Model

Interference between IEEE 802.11 and BT arises whenever
the interfering power from a BT (802.11) transmitter causes a
significant decrease of the carrier to interference power margin
at the 802.11 (BT) receiver [15], [16], [17], [18], [19]. By using
the method presented in [17], [18], [19], the number of inter-
fering devices and the associated carrier to interference power
margin can be derived from the following system parameters:
(i) distance between transmitters and receivers; (ii) average den-
sity of the transmitters in the considered spatial area; (iii) trans-
mission power of the interfering systems; (iv) signal attenuation
factor due to propagation.

In this work, we assume that the number of BT devices hav-
ing sufficient power to cause interference to 802.11 is given, as
well as the number of 802.11 stations that cause interference to
BT. We compute the average number of symbols ‘hit’ because
of a collision between 802.11 and BT as follows.

We denote the BT time slot by TBI , the actual BT transmis-
sion time per slot by TBP , and the 802.11 packet time duration
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Fig. 2. Overlap between IEEE 802.11 and Bluetooth packets.

by TW . Let x be the time period from the beginning of the first
overlapping BT slot to the beginning of the 802.11 packet (x
ranges in the time interval (0, TBI)). The number of BT slots
that overlap in time the 802.11 packet depends on x and can be
derived as [16]

N(x) =




⌈
TW

TBI

⌉
if x ≤ TBI ·

⌈
TW

TBI

⌉
− TW

⌈
TW

TBI

⌉
+ 1 else.

(1)

Fig. 2 shows an example with N(x)=5 and packet length equal
to one slot. Variables Ti (i = 1, . . . , N(x)) indicate the por-
tion of the i−th BT slot that actually interferes with the 802.11
packet. For the generic time slot i (i = 1, . . . , N(x)), we have
that if none BT transmission occurs in interval i, Ti = 0; other-
wise [16]

Ti =




max(TBP − x, 0) i=1

TBP i=2,...,N(x) − 1

min(x + TW − (N(x) − 1)TBI , TBP ) i=N(x)

(2)
Fixed the value of x, for i = 1, . . . , N(x) we define δi as the
probability that BT traffic is transmitted in slot i.

By considering that the 802.11 stations use a DSSS scheme,
the probability that BT and 802.11 overlap in frequency is
equal to the probability that BT hops on the WLAN DSSS
band. From the procedure used to generate the BT hopping
sequences [5], it follows that the BT hopping on the WLAN
band can be approximated by an i.i.d. process with parameter
hf . When no coexistence mechanism is applied, we can write
[20]: hf = 22

79 = 0.278, where 22 MHz and 79 MHz are the
802.11 and the BT bandwidth, respectively.

The average number of symbols ‘hit’ because of a collision
between BT and 802.11 can therefore be written as

ηx = hf


T

(s)
1 δ1 +

N(x)−1∑
i=2

T
(s)
i δi + T

(s)
N(x)δN(x)


 , (3)

where we denote by T
(s)
i the ratio Ti/Ts (i = 1, . . . , N(x)),

with Ts being the symbol time duration. From (3), it is clear
that in order to mitigate the mutual interference between BT
and 802.11, we need to make either N(x), hf or δi (i =
1, . . . , N(x)) small. A small N(x) can be obtained by us-
ing short WLAN packets, which however increases the 802.11
transmission overhead. A small hf requires reducing the prob-
ability that 802.11 and BT transmissions overlap in frequency.

While, a small δi implies a low probability of overlap in time
between the two systems’ transmissions.

III. THE OLA COEXISTENCE MECHANISMS

Based on the previous findings, we develop two coexistence
algorithms, so-called OLA (OverLap Avoidance) mechanisms,
which use simple traffic scheduling techniques at the MAC
layer.

The first algorithm, denoted by V-OLA (Voice-OverLap
Avoidance), is used in the case of BT voice links. This scheme
avoids overlap in time between the BT voice traffic and the
802.11 data packets by performing a proper scheduling of the
traffic transmissions at the WLAN stations. In a BT network,
each SCO link occupies FH/TDD channel slots according to a
deterministic pattern. Thus, a 802.11 station shall start trans-
mitting when the BT channel is idle and adjust the length of the
WLAN packet so that it fits between two successive BT trans-
missions. The second algorithm, denoted by D-OLA (Data-
OverLap Avoidance), is suitable for BT data links. As de-
scribed in Section II, the length of the BT packets can be equal
to one, three or five time slots. In the case of multi-slot trans-
missions, packets are sent by using a single frequency hop,
which is the hop corresponding to the slot at which the packet
started. The key idea of the D-OLA algorithm, described in
more detail below, is to use the variety of packet lengths that
characterizes the BT system to avoid overlap in frequency be-
tween 802.11 and BT transmissions. Within each interfering
piconet, the D-OLA algorithm induces the BT master device to
schedule data packets with the proper duration (i.e., one, three
or five slots) in order to skip the frequency locations of the hop-
ping sequence that are expected to drop on the 802.11 band.
The two proposed mechanisms are jointly applied when both
voice and data links are active over the BT channel.

The proposed schemes are based on the assumption that both
802.11 and BT devices can detect interference due to other tech-
nologies sharing the same environment and using the same fre-
quency band. This assumption is trivially true in a collaborative
setting, where BT and 802.11 can directly exchange informa-
tion related to their traffic transmissions. In a non-collaborative
setting, this information can be acquired through channel sens-
ing and assessment of the received signal strength and of the
packet loss rate. This issue is further discussed below for each
one of the proposed schemes.

A. The V-OLA Mechanism

In the case of BT voice traffic, slots are allocated according to
a deterministic pattern; for instance, for each SCO connection
using a HV3-type link [5], a single-slot packet is transmitted
periodically in both directions every six time slots. Whenever
a BT packet hops in the 802.11 frequency band, a 802.11 sta-
tion in receive mode1 senses the BT transmission as colored
noise, i.e., as a signal with a specific behavior in time and in
frequency. In a non-collaborative setting, a 802.11 station can
detect the time intervals that are occupied by interfering trans-
missions, by monitoring the channel. If SCO and ACL links are

1802.11 and BT are half-duplex systems (i.e., devices can not simultaneously
transmit and receive).
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simultaneously active on the BT channel, the D-OLA scheme is
also applied and, as explained later, the probability that an ACL
packet hops on the 802.11 band becomes negligible. This im-
plies that a 802.11 station is likely to detect interference due to
the BT voice traffic only. Due to the periodicity and the prede-
fined time duration of the BT voice packets, the 802.11 device
can easily estimate the interference pattern.

Whenever a 802.11 station is ready to transmit, it acts accord-
ingly to the information acquired on the interference pattern. If
the channel is idle and no interference is expected for a time pe-
riod equal to the next (i−1) BT slot duration, the 802.11 station
transmits a data packet with payload size equal to the minimum
of (i · 500) bytes and 1500 bytes. The minimum payload has
been set to 500 bytes to make the corresponding 802.11 packet
transmission time comparable to the duration of a single-slot
BT packet. Conversely, if the channel is occupied by an in-
terfering signal, the WLAN station can either (i) send a packet
with a 500 bytes payload (Shortened Transmission (ST) mode)
or (ii) refrain from transmitting (Postponed Transmission (PT)
mode).

With the ST mode, the 802.11 transmission does not neces-
sarily overlap in time with the BT packets because a 1-slot BT
packet lasts just slightly longer than half the duration of one
time slot. Besides, even in the case of time overlap, 802.11
and BT packets collide only if BT packets hop on the WLAN
frequency band.

When a WLAN station refrains from transmitting, i.e., it acts
in PT mode, the 802.11 transmission is postponed by comput-
ing a new backoff time. In this case, two opposite effects take
place: on the one hand a lower overlap probability is achieved
than in the case where a short packet is transmitted; on the
other hand the WLAN stations’ access delay increases and the
WLAN channel utilization decreases with respect to the case
where the ST mode is applied.

B. The D-OLA Mechanism.

We consider a BT data link and assume that the BT master
devices are aware of which frequency channels are occupied
by the interfering 802.11 stations. Since a 802.11 system does
not typically moves from its 22 MHz frequency band, in a non-
collaborative setting, a BT device can identify the frequency
channels that are occupied by the WLAN by using any of the
following methods [13]. (i) The BT device gradually acquires
which channels are occupied based on the observed packet loss.
(ii) The BT device assesses the received signal strength (RSSI)
across the radio environment before it starts operating. (iii) The
BT device transmits “test” packets across the frequency spec-
trum, observes the packet loss rate over the channels and dis-
covers the band used by an interfering system.

Let us focus on the FH/TDD channel of one BT piconet.
Recall that a master transmission always begins in even slots,
while slaves can start transmitting in odd slots only. For the
sake of simplicity, we assume that default data packets are 1-
slot long. Let us denote by fm the frequency location of the
hopping sequence at the generic time slot m and let the current
time slot be equal to 2n.

Consider first that following f2n, f2n+1 hops on the 802.11
band. Notice that f2n and f2n+1 shall correspond to a master

and a slave transmission, respectively. According to the D-OLA
algorithm, if enough data are buffered at the master for the in-
tended slave, the master schedules a multi-slot packet instead
of a single-slot packet. In this way, frequency hop f2n+1 is
skipped; for instance, if a 3-slot packet is sent, the next slave
transmission will use f2n+3. If not enough data are available,
the master acts by default and sends a single-slot packet.

Next, assume that among the frequency locations following
f2n, f2n+2 hops on the 802.11 band. Notice that frequency lo-
cation f2n+2 corresponds to a master transmission. In this case,
at time slot 2n the master asks the slave, that will transmit in the
next slot, to send a multi-slot packet so that f2n+2 is skipped. If
the slave has enough data to send, let us say, a 3-slot packet, the
slave transmission extends from slot 2n+1 to slot 2n+3 by us-
ing frequency f2n+1 only. The next slot allocated for the master
transmission will therefore hop on frequency location f2n+4. A
similar mechanism is applied when default data transmissions
use 3-slot or 5-slot packets.

The scheduling algorithm could also let the master (slave)
refrain from transmitting in the time slot corresponding to a
frequency that hops on the 802.11 band whenever there are not
enough data in the buffer at the master (slave) to send a multi-
slot packet. In this case, the collision probability is further re-
duced but the BT throughput decreases as well.

C. Remarks

The OLA schemes do not require a centralized controller
since they do not perform a precise time scheduling of the
802.11 and BT packet traffic. They can either operate as col-
laborative or non-collaborative coexistence mechanisms and,
hence, are able to reduce interference both in the case of collo-
cated and non-collocated devices. If interfering systems other
than BT and 802.11 are present, the beneficial effects of the
OLA mechanisms still hold as long as 802.11 can estimate the
interference pattern with sufficient accuracy.

The proposed algorithms have minor impact on the 802.11
standard and on the BT specification. According to the 802.11
standard, a station shall defer its transmission if it detects a busy
channel during the Clear Channel Assessment (CCA) proce-
dure. There are three different CCA modes [3]: (i) a busy chan-
nel is reported upon detection of any energy above a certain
threshold; (ii) a busy channel is reported only upon detection of
a DSSS signal, which can be either above or below the energy
threshold; (iii) a busy channel is reported upon a DSSS signal
with energy above the threshold. Thus, in the V-OLA mech-
anism, both the PT and the ST modes are compliant with the
802.11 standard, and can be implemented by using the appro-
priate CCA mode.

The current Bluetooth specification involves that BT devices
dynamically adapt their hopping sequence to the interference
conditions, by scheduling ACL packets with different length.
Thus, the D-OLA scheme exploits a behavior of the BT de-
vices already existing in the specification, and we do not need
to change the procedure of hop selection that is performed in
the hardware. In a BT piconet, however, the master can only in-
dicate to the slaves the maximum number of slots to use; while,
according to the D-OLA mechanism, a slave should interpret
the indication from the master as the suggested packet length.
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Fig. 3. Timing of a successful IEEE 802.11 packet transmission.

IV. SIMULATION SCENARIO

We consider an IEEE 802.11 ad-hoc network providing an
instantaneous rate equal to 11 Mb/s and using the DCF MAC
scheme. The number of active stations is assumed to be equal
to 10. All the stations operate as a self-contained BSS and
are able to directly communicate with each other; all stations
are assumed to be asynchronous data users with a finite trans-
mission buffer. The arrival of frames from a station’s higher
layer protocol to the MAC sublayer is modeled with exponen-
tial inter-arrival times and a truncated geometric distribution for
the frame lengths [22]. The mean value of the truncated geo-
metric distribution is set to 1500 bytes, while the maximum
frame length is set to the maximum length of the MAC Service
Data Unit (MSDU) established by the IEEE 802.11 standard
(i.e., 2304 bytes). The parameter of the exponential distribu-
tion is fixed in such a way that the average 802.11 traffic load
normalized to the channel capacity is equal to λw, a varying
parameter in the simulations.

In order to reduce the complexity of the simulation model,
the following further assumptions have been introduced: (i)
possible values for the WLAN packet length, if not otherwise
specified in the following, have been limited to 500, 1000 and
1500 bytes; (ii) the RTS/CTS mechanism is considered always
active; (iii) no interference is considered from nearby BSSs us-
ing the same DSSS spreading sequence; (iv) propagation delay
is neglected, which is a reasonable assumption due to the small
distance between stations; (v) a two-state Markov model is used
to represent the bit error process due to the effect of fading; in
state good the bit error rate is equal to 10−10, in state bad is
equal to 10−5 [22]; the transition probability from good to bad
is equal to 0.01, from bad to good is equal to 0.1.

A 802.11 transmission is considered to be successful if no
collision occurs on the RTS frame and both the data packet and
the corresponding acknowledgment sent by the receiver are cor-
rectly received. Fig. 3 shows the 802.11 traffic timing in the
case of successful packet transmission. If a packet is not cor-
rectly received, retransmission will take place according to the
backoff procedure defined by the IEEE 802.11 standard. The
number of retransmissions before the packet is discarded from
the station buffer is limited and set to the Long Retry Limit.
The values of the IEEE 802.11 parameters used in the simula-
tion model are listed in Tab. I.

For the Bluetooth system, we consider a single piconet where
devices are polled by the master on the basis of a round-robin
scheme. Each device has a finite transmission buffer; assump-
tion (iv), introduced above for the IEEE 802.11 simulation
model, holds also for the BT network. The packet error pro-
cess over the wireless channel is assumed to be Bernoulli, and
the average packet error probability is set to 10−3. We assume
that BT voice traffic is transmitted by using a HV3-type link,
which is expected to be the most popular link type for SCO ser-
vices [8]. With the HV3-type link for each active connection a

TABLE I
PARAMETERS USED IN THE SIMULATION OF THE IEEE 802.11 SYSTEM.

Parameter Assigned Value

Long Retry Limit 10

Physical Header 144 bits

MAC Header 272 bits

Slot Time 20 µs

SIFS 10 µs

DIFS 50 µs

TABLE II
PARAMETERS OF THE BLUETOOTH SYSTEM.

Parameter Value

TBI 625 µs

TBP (1-slot packet) 366 µs

TBP (m-slot packet) 625 µs in slot i ≤ m − 1

366 µs in slot i = m

packet is transmitted in both directions every six time slots. In
the case of data traffic, a DH1-type link is assumed to be the de-
fault operating mode, and therefore single-slot data packets are
used. When the D-OLA scheme is applied, we consider that
1-slot and 3-slot packets are used; in the case of 3-slot packets,
a DH-3 type link is adopted. Notice that in the HV3-, DH1- and
DH3-type link, information in the payload is not FEC encoded
[5]. The values of the Bluetooth system parameters are reported
in Tab. II.

The arrival of data to a BT device’s MAC sublayer is mod-
eled with exponential inter-arrival times and a truncated geo-
metric distribution for the data unit length. The mean value of
the truncated geometric distribution is set to 1500 bytes, while
the maximum data unit length is set to 2800 bytes, which corre-
sponds to the the total information carried by 100 DH1 packets.
The parameter of the exponential distribution is determined in
such a way that the average Bluetooth traffic load normalized to
the channel capacity is equal to λb, a varying parameter in the
simulations. Packets that are not correctly received are retrans-
mitted according to the fast-ARQ scheme [4], where the sender
is notified of the transmission outcome in the first possible slot
following the packet transmission.

We model the mutual interference between 802.11 and BT
as described in Section II-A, and assume a non-collaborative
setting.

V. PERFORMANCE RESULTS

Results showing the performance of the OLA mechanisms
are derived by using the simulation scenario described in the
previous section. While presenting the performance of the V-
OLA scheme, we essentially consider a 802.11 BSS interfering
with one BT piconet only. This assumption is motivated by the
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Fig. 4. IEEE 802.11 goodput when BT supports one SCO link (upper plot) and
two SCO links (lower plot). Performance obtained through the V-OLA scheme
and when no coexistence mechanism is applied (N-CM) are compared.

fact that only BT devices, whose distance from the 802.11 re-
ceiver is less than 2 m, cause a severe degradation of the 802.11
throughput.

Fig. 4 presents the 802.11 goodput as a function of the 802.11
traffic load in the case where the BT channel supports one SCO
link (upper plot) and two SCO links (lower plot). Performance
of the V-OLA scheme in Postponed Transmission mode and
in Shortened Transmission mode are compared with the results
obtained in the absence of any coexistence mechanism (indi-
cated in the figure by label N-CM). Goodput is defined as the
fraction of transmitted information that is successfully trans-
ferred over the radio channel. As expected, the behavior of
the 802.11 goodput slightly varies as the WLAN traffic load
increases; while, by comparing the two plots in Fig. 4, we ob-
serve a significant reduction in the 802.11 goodput when we
pass from one to two SCO links. However, in the case of one
SCO link, by applying the V-OLA PT scheme we obtain an
improvement of 10% with respect to the case where no coexis-
tence mechanism is implemented; in the case of two SCO links
the improvement is equal to 23%. When the V-OLA ST scheme
is used, slightly worse performance than in the case of the V-
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Fig. 5. BT goodput versus the IEEE 802.11 traffic load when BT supports one
SCO link (upper plot) and two SCO links (lower plot). Performance obtained
through the V-OLA scheme and when no coexistence mechanism is applied
(N-CM) are compared.

OLA PT scheme is achieved. In fact, in ST mode the 802.11
stations do not stop transmitting during the BT busy slots and,
thus, the probability to overlap BT voice packets is higher.

Fig. 5 shows the BT goodput as a function of the 802.11 traf-
fic load for the two V-OLA schemes and in the absence of any
coexistence mechanism. The upper and the lower plots refer
to the case where BT supports one and two SCO links, respec-
tively. Clearly, as λw grows, the BT goodput decreases due to
the greater interference level. The improvement achieved by us-
ing the V-OLA PT scheme can be up to 15% in the case of one
BT voice call and up to 20% in the case of two SCO links. In
these plots, the gap between the performance obtained through
the PT mode and the ST mode is much greater than in Fig. 4,
due to the interference caused by unsuccessful RTS and CTS
frames. This effect becomes more evident as the 802.11 traffic
load grows and the number of BT idle slots decreases, i.e., the
collision probability between WLAN stations increases.

Fig. 6 presents the behavior of the 802.11 average packet de-
lay, with the packet delay being the period from the time in-
stant at which a packet is generated to the time instant at which
the packet is successfully transmitted. Results are presented
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Fig. 6. IEEE 802.11 average packet delay versus traffic load λw in the pres-
ence of one SCO link (upper plot) and two SCO links (lower plot). Perfor-
mance obtained through the V-OLA scheme and in the case where no coexis-
tence mechanism is applied (N-CM) are compared.

as functions of the 802.11 traffic load for the PT and the ST
schemes, and in the absence of any coexistence mechanism. For
very low values of λw, the major delay contribution is due to the
assumption that 802.11 packets must have a minimum payload
equal to 500 bytes. For high traffic load, delay is mainly due
to collisions between WLAN stations and, in the case of the
PT mode, to the lack of BT idle slots. The delay obtained in
the case of the ST mode is slightly greater than the delay ex-
perienced when none scheme is applied and remains low even
when two SCO links are considered. When the PT mode is ap-
plied, a low delay is obtained only for one SCO link and λw less
than 0.6. When two SCO links are supported and the number
of BT idle slots decreases, for almost any value of λw the PT
mode gives a delay one order of magnitude higher than in the
case of the ST mode.

Figs. 7–9 compare the performance of the D-OLA scheme
with the performance obtained in the absence of any coexis-
tence mechanism. Results shown in Figs. 7 and 8 were derived
by setting the payload of the 802.11 packets to be equal to 1500
bytes. The upper plot in Fig. 7 presents the 802.11 goodput
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Fig. 7. Goodput of the IEEE 802.11 and the BT systems in the presence of
BT data links. Performance obtained through the D-OLA scheme and when no
coexistence mechanism is applied (N-CM) are compared.

as a function of the BT traffic load for λw = 0.3 and 0.5. In
the case of the D-OLA scheme, the 802.11 goodput remains
almost constant as the BT traffic load increases; while, when
none scheme is implemented, a significant degradation is ob-
served. The improvement in performance achieved through the
proposed coexistence algorithm is as high as 50% for BT traffic
load equal to 0.8. As expected, results slightly change as the
802.11 traffic load varies.

Similar considerations hold for the results presented in the
lower plot in Fig. 7, where the BT goodput is shown as a func-
tion of λw and for different values of the BT traffic load. In this
case, the improvement in performance obtained through the D-
OLA scheme is equal to 24% for λw = 0.8.

Fig. 8 shows the BT average packet delay versus the BT traf-
fic load, for λw = 0.3 and 0.5. For λw = 0.5, the delay experi-
enced when the D-OLA algorithm is applied is slightly higher
than the delay achieved in the absence of any coexistence mech-
anism; for λw = 0.3, the two curves overlap. This shows that
the D-OLA scheme greatly mitigates the mutual interference
between 802.11 and BT without causing a reduction in the BT
throughput.
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Fig. 8. BT average packet delay versus BT traffic load in the presence of
BT data links. Performance obtained through the D-OLA scheme and when no
coexistence mechanism is applied (N-CM) are compared for different values of
the IEEE 802.11 traffic load.
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Fig. 9. IEEE 802.11 goodput versus the packet payload in the presence of BT
data links and BT traffic load equal to 0.4. Performance obtained through the
D-OLA scheme and when no coexistence mechanism is applied (N-CM) are
compared for different values of the IEEE 802.11 traffic load.

Fig. 9 presents the 802.11 goodput as the payload of the
802.11 packet varies, for λw = 0.3 and 0.5. Results were de-
rived from simulations where the 802.11 payload was fixed to
a constant value. The plot confirms the improvement achieved
through the D-OLA algorithm. As expected, when no coexis-
tence mechanism is used, lower values of WLAN payload give
higher 802.11 goodput since the packet error probability de-
creases. While, it is interesting to notice that in the case of the
D-OLA scheme the WLAN payload has a negligible impact on
the performance.

VI. CONCLUSIONS AND FUTURE WORK

In this paper, the problem of mutual interference between
different wireless technologies operating in the 2.4 GH ISM
bands was addressed. We considered IEEE 802.11 WLANs

and Bluetooth-based WPANs. Two different coexistence mech-
anisms based on traffic scheduling techniques were proposed:
the former (named V-OLA scheme) to be applied at the WLAN
stations to avoid overlap between 802.11 traffic and Bluetooth
voice packets; the latter (named D-OLA scheme) to be executed
at the Bluetooth devices to avoid overlap in frequency between
802.11 traffic and Bluetooth data packets.

The main advantages of the proposed mechanisms are the
following: 1) they do not require a centralized traffic sched-
uler; 2) they can be implemented either when 802.11 and Blue-
tooth are able to exchange information (collaborative coexis-
tence mechanism) or when they acquire this information by de-
tecting interfering transmissions over the radio channel (non-
collaborative coexistence mechanism); 3) they are able to miti-
gate interference between collocated and non-collocated Blue-
tooth and 802.11 devices; 4) they have minor impact on the
IEEE 802.11 standard and the Bluetooth specification.

Results showing significant reduction in interference be-
tween 802.11 and Bluetooth obtained through the proposed
mechanisms were presented. In the case of two Bluetooth voice
connections, an improvement of about 20% both in the 802.11
and the Bluetooth goodput was achieved, while the additional
delay introduced in the 802.11 data transfer was of the order
of tens of milliseconds. In the case of Bluetooth data traffic,
the 802.11 goodput increased by 50% for high Bluetooth traffic
load; whereas, for high 802.11 traffic load, the Bluetooth good-
put improved of 24% without showing a significant increase in
the data transfer delay.

The capability of the proposed mechanisms to cope with in-
terference caused by microwave ovens is under investigation.
Other aspects that need to be addressed in future research are as
follows.

1. Exploring the possibility to enhance the physical layer of
unlicensed devices so that their ability to detect interfer-
ence generated by other technologies is improved.

2. Performance evaluation of the proposed techniques when
different Bluetooth packet types are used and when, in the
case of the V-OLA mechanism, the minimum 802.11 pay-
load is larger than 500 bytes.

3. Coexistence between Bluetooth and 802.11 systems that
implement the PCF MAC scheme.

4. Performance study of the proposed techniques through ex-
perimental measurements.

5. Impact of the D-OLA mechanism on the interference be-
tween coexisting Bluetooth piconets.
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