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Conventional visual secret sharing schemes are designed for a single secret image so it is inefficient to
generate numerous share images for multiple secret images simultaneously. Therefore, a novel visual
secret sharing scheme for multiple secret images is proposed in this paper. In the proposed encryption
process, a stacking relationship graph of secret pixels and share blocks is generated to indicate the en-
cryption functions, and a set of visual patterns is defined to produce two share images according to this
graph. Based on the stacking properties of these patterns, the secret images can be obtained from the two
share images at aliquot stacking angles. The proposed scheme makes the number of secret images not
restricted and further extends it to be general. As a result, the proposed scheme enhances visual secret
sharing schemes' ability for multiple secrets.

© 2008 Elsevier Ltd. All rights reserved.

1. Introduction

With the rapid growth of computer technologies, plenty of ap-
plications have been proposed to make human life more and more
convenient. On the contrary, the security of secret data is threat-
ened because anyone may tend to intrude the system or eavesdrop
via the communication channel. One approach to have the essential
information secure not retrieved by malicious users easily is making
the essential information shared among several participants. Secret
sharing schemes proposed by Blakley [1] and Shamir [2], respec-
tively, are to distribute secret information to participants. The se-
cret can only be obtained by the cooperation of these participants.
The ordinary concept of secret sharing is sharing the secret key,
and secret sharing schemes are also wildly used for secret transmis-
sion nowadays. But most secret sharing schemes are based on cryp-
tography [3–11] such that the encryption and decryption processes
need high computation costs. Visual cryptography, a kind of secret
sharing schemes, differs from traditional secret sharing in terms
of the efficient decryption process. Visual secret sharing schemes
hide the secret image into several share images and distribute these
share images to participants. With no computation, human beings
are able to obtain the secret image by stacking share images. This
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property makes visual cryptography especially suited to the low
computation load requirement.

In 1994, Naor and Shamir first proposed a (k, k)-threshold visual
secret sharing scheme, namely the (k, k)–VSS scheme, to achieve se-
cret sharing [12]. In the (k, k)–VSS scheme, the latter number “k”
means that the secret image is hidden into k share images, and the
former “k” means that it needs all the k share images to retrieve the
secret image. In visual secret sharing schemes, every secret pixel is
hidden into a block of sub-pixels. By the property that black pixels
absorb the light but transparent (white) pixels do not, two blocks
with the same numbers of black and white sub-pixels can get dif-
ferent stacked results according to the different pixel distribution.
Therefore, visual colors of the stacked blocks are distinguished from
the relative difference.

Many visual cryptography schemes have been proposed to sup-
port different requirements. From the (k, k)–VSS scheme, (k, n)–VSS
schemes were also proposed to support variable threshold numbers
[12–16], in which the secret image is hidden into n share images
and the secret can be retrieved by the cooperation of at least k of
them. Then, Ateniese et al. [17] proposed a visual secret sharing
scheme that the decryption rule is more general than the threshold
ones. Researchers also extended visual secret sharing schemes to
support grayscale images [3,18] and color images [19–26], and the
contrast is also taken into consideration [18–20,27]. Iwamoto and
Yamamoto [28] proposed another scheme to support color secret
images with general decryption rules, and Nakajima and Yamaguchi
[29] indicated how to enhance the share images to be meaningful.
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Table 1
Share blocks of the (2, 2)–VSS scheme

Secret pixel color White Black

Share blocks

2 × 2 block of the first share

2 × 2 block of the second share

Stacked 2 × 2 block

Original secret
image 

First share image Second share image Stacked result of
(a) and (b)  

Fig. 1. An example of the (2, 2)–VSS scheme: (a) Original secret image. (b) First share image. (c) Second share image. (d) Stacked result of (a) and (b).

In addition, Chen et al. proposed a scheme to make the decryption
result significant only at a desired stacking angle [30]. But all of the
above schemes aim to deal with only one secret image. Participants
have to possess lots of share images for different secret images
during transmissions. This property results in inefficiency, so some
researchers made effort to hide more secret images into two share
images [31,32]. Unfortunately, the existing visual secret sharing
schemes restrict the number of secret images.

To extend the number of secret images, this paper proposes a
novel visual secret sharing scheme for hiding multiple secret images
into two share images. The proposed scheme analyzes the secret
pixels and the corresponding share blocks to construct a stacking re-
lationship graph, in which the vertices denote the share blocks and
the edges denote two blocks stacked together at the desired decryp-
tion angle. According to this graph and the pre-defined visual pattern
set, two share images are generated. Unlimited secret images can
be hidden (encrypted) such that each secret image can be obtained
(decrypted) by stacking these two share images at the correspond-
ing angle. The security of secret images can be also guaranteed since
no secret information will leak out in any share image.

The remainder of this paper is organized as follows. In Section 2,
the related works of visual cryptography are briefly reviewed. The
proposed scheme is introduced in Section 3. Thereafter, the experi-
mental results and comparisons are shown in Section 4. Finally, the
Conclusions and future works are provided in the last section.

2. Visual cryptography for multiple secret images

The basic concept of visual cryptography is introduced in
Section 2.1. Then the existing visual secret sharing schemes for
multiple secret images are introduced in Sections 2.2 and 2.3.

2.1. Threshold visual secret sharing

Naor and Shamir first proposed a (k, k)-threshold visual secret
sharing scheme to share a secret image [12]. In this scheme, a secret
image is hidden into k share images for participants and can be de-
crypted only by all the share images. This scheme not only provides

Table 2
Constructing rules of Chen and Wu's scheme

The two secret
pixels before–after rota-
tion

White–White White–Black Black–White Black–Black

Blocks

Share block 1

Share block 2

Stacked block

Stacked block for 90◦

rotated share block 1

the frontiers of visual cryptography but also inspires researchers to
develop various visual secret sharing schemes for more flexible ap-
plications, various kinds of secret images, meaningful share images,
and so on.

The (2, 2)–VSS scheme is illustrated to introduce the basic con-
cepts of threshold visual secret sharing schemes. In the encryption
process, every secret pixel is turned into two blocks, and each block
belongs to the corresponding share image. At last, two share images
are obtained. In the decryption process, two corresponding blocks
are stacked together to retrieve the secret pixel. Two share blocks of
a white secret pixel are the same while those of a black secret pixel
are complementary as listed in Table 1. Consequently, a white secret
pixel is represented by a block with the stacked result of half white
sub-pixels, and a black secret pixel is all black. An example of the
(2, 2)–VSS scheme is shown in Fig. 1, where the share images are
2 × 2 times larger than the original secret image.

The disadvantage of conventional visual secret sharing schemes
is that only one secret image is hidden at a time, and numerous share
images have to be generated and maintained for multiple secret
images.
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First secret image Second secret image 

First share image Second share image Stacked image 

First share image
rotated by 90° clockwise  

Second share image Stacked image 

Fig. 2. An example of Chen and Wu's scheme: (a) First secret image. (b) Second secret image. (c) First share image. (d) Second share image. (e) Stacked image. (f) First
share image rotated by 90◦ clockwise. (g) Second share image. (h) Stacked image.

Fig. 3. The decryption method of rings: (a) Stacking for the first secret image. (b) Stacking for the second secret image.

2.2. Chen and Wu's visual secret sharing scheme for two secret images

Chen and Wu proposed a (2, 2)-threshold visual secret sharing
scheme for two secret images [31]. The first secret image is decrypted
by only stacking two share images. The second secret image is de-
crypted also by stacking two share images while one share image is
rotated. The rotating angle can only be 90◦, 180◦, or 270◦ such that
the images are in rectangular form.

Each secret pixel Pi is turned into two share blocks bi1 and bi2
sized 2×2 for the two share images S1 and S2, respectively. There is
only one white sub-pixel in all bi1's. Let pi denote the corresponding
position of the white sub-pixel in bi1 and p′

i denote the corresponding
position of the white sub-pixel in bi1 after rotation. For example, if
the second secret image is decrypted by rotating the first share image
90◦ clockwise and pi is bottom right as shown on the first row of
Table 2, p′

i is bottom left. The encryption process first sets the two
sub-pixels of bi2 in positions pi and p′

i according to the corresponding
secret pixels' colors, and it then sets the other sub-pixels' colors
arbitrarily to make the block bi2 half black and white. In the example,
if the secret pixels are both white before and after rotation, sub-
pixels of bi2 in positions pi and p′

i (the bottom sub-pixels) are white
and the others (the upper sub-pixels) are black in bi2. Therefore, a
white sub-pixel appears in the stacking results both before and after
rotation. In the decryption process, the stacked result of bi1 and bi2 are
decided according to the colors of the sub-pixels colors in positions
pi and p′

i. An example of Chen and Wu's scheme is illustrated in
Fig. 2. Chen and Wu's scheme successfully hides two secret images
into two share images. However, the rotating angle is fixed to be

90◦, 180◦, or 270◦. Moreover, this scheme is unable to share more
than two secret images into two share images.

2.3. The ring shadow image technology

To overcome the angle restriction of Chen and Wu's scheme, Hsu
et al. proposed another scheme to hide two secret images in two
share images with arbitrary rotating angles [32]. Their scheme rolls
up the share images to become rings so that it is easy to rotate the
share image at any desired angle as shown in Fig. 3.

Since each row of the share images is independent of other rows,
Hsu et al.'s scheme encrypts one row at a time. Every secret pixel is
turned into share blocks sized 2 × 2. Assume that the second secret
image is decryptedwith an R◦ rotated share image, where R is a factor
of 360. In the following, the decryption process is shown. Stacking
the block at angle (i × R)◦ of the first share image and the block at
angle (i × R)◦ of the second share image can obtain the information
of the first secret image at angle (i× R)◦. Stacking the block at angle
((i+1)×R)◦ of the first share image and the block at angle (i×R)◦ of
the second share image can produce the information of the second
secret image at angle (i × R)◦.

Therefore, each row can be separated into several sets according
to the stacking relations. For the first set, there are positions at angles
of 0◦, R◦, 2R◦, . . . , (360 − R)◦. The positions of the second set are the
positions right next to those of the first set, and vice versa for other
sets. The pixel processing order of a set is interactive in the two
secret images and from the starting angle to the end angle, as shown
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Fig. 4. Processing order of secret pixels.

Fig. 5. Six possible initial share blocks.

Fig. 6. An example of the ring shadow image technology: (a) The two secret images.
(b) The encryption process with R=90. (c) Decryption for the first secret image. (d)
Decryption for the second secret image.

in Fig. 4. And the whole processes can be separated into three major
parts.

Step 1: An arbitrary block is initially selected from the six possible
blocks in Fig. 5 to fill the share block at 0◦ in the first share image.

Step 2: The current processing share block is constructed accord-
ing to the previous block and the decision rule that two share blocks
are identical if the corresponding secret pixel is white, or the two
share blocks are complementary if the pixel is black.

Step 3: Repeating the above Step 2 for all sets and all rows to get
the share images.

An example of two secret images sized 1×4 and R equal to 90 is
shown in Fig. 6. The first share block, in which the two upper sub-
pixels are black and the bottoms are white, is randomly selected.
Followed by the first block, there are total eight steps to decide all
the blocks listed in Fig. 6(b). The two stacking results are listed in
Figs. 6(c) and (d).

This ring scheme overcomes the angle restriction, and the de-
crypted secret images of this scheme is better than Chen and Wu's
scheme since the difference between black and white stacked blocks
are larger. However, the number of secret images remains limited.
Therefore, a novel visual secret sharing scheme is proposed in this
paper for arbitrary number of secret images to further explore this
research area.

3. The proposed scheme

In order to share multiple secret images in two share images,
a novel scheme is proposed to hide m secrets and to reveal the
secrets by stacking the share images at m aliquot angles, respec-
tively. The proposed scheme is a 2-out-of-2 m-way extended visual
secret sharing scheme for m secret images, denoted as a (2, 2)-m-
VSSM scheme. Before constructing the two share images, the stack-
ing rules and the relationship between these two share images must
be indicated. Then the proposed scheme can be developed according
to the relation of share images afterwards.

3.1. The decryption model of the proposed scheme

The most important feature of visual cryptography is the
computation-free decryption process. The proposed scheme em-
ploys the image stacking method of the ring shadow image tech-
nology, mentioned in Section 2.3, and extends it to support the
decryption for the m secret images. In the encryption process, a
relationship graph for the share images is first constructed. Then
the share images are generated according to this graph. The share
image generation process can be divided into sub-processes for
each set of every row, and the flowchart of it is shown in Fig. 7. For
clarity, the details are introduced in the following section.

In the decryption process, the share images are rolled into rings
and the first secret image is revealed by stacking the share images.
The second secret image is revealed by rotating the inner share image
anticlockwise 360/m◦. The third secret is revealed by rotating the
inner share image anticlockwise 2× 360/m◦ and so on. That is, each
secret image can be obtained by stacking two share images with the
inner share image rotated anticlockwise at the corresponding angle,
and this decryption model is shown in Fig. 8.

3.2. The encryption process of the proposed scheme

In a (2, 2)-m-VSSM scheme, secret images are revealed at m
aliquot angles. Assume that the secret images S1, S2, . . . , Sm are all
sized X × Y , where X is a multiple of m.

3.3. Construction of the relationship graph

From the properties of the decryption model, each row of the
images is independent of other rows. Thus the proposed scheme
encrypts one row at a time. For the first row, collect blocks in the
positions of two share images at angles

0,
360◦
m

,
360◦
m

× 2, . . . ,
360◦
m

× (m − 1)

to form a graph. Note that the share blocks have not been generated
at present. In this graph, vertexes denote the share blocks in the
positions, and the edges denote the relation between the two blocks
when they meet (or are stacked) at some angle. Since secrets can be
decrypted at all the aliquot angles, every share block is related to
all the share blocks in the other share image. Therefore, this graph
is a complete bipartite graph Km,m. An example of a (2, 2)-3-VSSM
scheme is illustrated in Fig. 9, where the corresponding share blocks
form a graph K3,3. The share blocks belonging to K3,3 form a set.
Therefore, all the share blocks on a row can be separated to X/m sets.
For example, if the two secret images are sized 300×300, then there
are 100 sets for each row, and are total 30,000 sets.

Without loss of generality, ap1, a
p
2, . . . , a

p
m denote the m blocks of

the p-th set in the first share image SA, and bp1, b
p
2, . . . , b

p
m denote the

m blocks of the p-th set in the other share image SB.
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Fig. 7. The flowchart of the proposed share image generation process.

Fig. 8. The decryption model of the proposed scheme.

Fig. 9. An example of the proposed (2, 2)-3-VSSM model: (a) Decryption of a (2, 2)-3-VSSM model. (b) Relationship graph of a set of blocks.

Table 3
Necessary relations between visual patterns

Stacking operations Block of results

Pe ⊕ PW White
Pe ⊕ PB Black
Pi ⊕ PW Black
Pi ⊕ PB Black

3.4. Generation of a set of share blocks

In the (2, 2)-m-VSSM scheme, each share block is filled by using
m visual patterns. Let api,j denote the j-th pattern of the share block

api and bpi,j denote the j-th pattern of bpi . In the p-th sub-process, the

proposed scheme first fills api,i with effective visual pattern Pe for all i

and fills api,j with ineffective visual patterns Pi for all i �= j. Then bpi,j is

filled with the white pattern PW if S1+((i−j)modm)(r, p+(j−1)X/m)=0;

otherwise, bpi,j is filled with the black pattern PB, where Si(x, y) is the

secret pixel of the i-th secret Si on row x and column y, and r is the
index of the current row.

3.5. Properties of the visual patterns

The visual patterns Pe, Pi, PW , and PB are used to produce some
special features. As shown in Table 3, the effective visual pattern Pe
will reveal meaningful stacking results visual patterns PW and PB
while the ineffective visual pattern Pi will always cause black blocks.
Any set of visual patterns satisfying these properties can be selected
in the proposed scheme.

Fig. 10. Stacking results of the chosen visual patterns.

After testing various visual patterns, Pe = {1, 0, 1}, Pi = {1, 1, 0},
PW = {1, 0, 1}, and PB = {0, 1, 1} are chosen in the proposed scheme,
where “1” denotes a black pixel and “0” denotes a transparent (white)
pixel. It is simple to verify that the selected visual patterns satisfy
the requirements of the proposed scheme in Fig. 10.

3.6. Pixel-wise sub-process of the proposed scheme

For every fixed i, the stacking result of api and bpj reveals the

color of bpj,i, because only api,i is effective. Therefore, when two

share images are stacked at r × 360/m◦ for 0� r <m, api reveals
the i-th pattern's color in the corresponding share block, which is
decided by the corresponding secret pixel of the r-th secret image.
Consequently, every secret image is decrypted at its own stacking
angle.
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Fig. 11. An example of the (2, 2)-3-VSSM scheme: (a) The target secret images. (b) The generated share images. (c) The stacking secret image at normal degree. (d) The
stacking secret image at 120◦ . (e) The stacking secret image at 240◦ .

Fig. 12. The example of the (2, 2)-3-VSSM scheme with permutation: (a) Permutation on share blocks. (b) The stacking secret image at normal degree. (c) The stacking
secret image at 120◦ . (d) The stacking secret image at 240◦ .

Although the encryption is according to the above relationship
graph, we can further formalize this relationship to speed up the
shares construction process. For the p-th process on the r-th row, api
and bpi are generated for all i according to the following equations.
Therefore, when these two equations are used, the sub-routine of
constructing relationship graph in Fig. 7 is replaced in each calculat-
ing sub-processes.

api,j =
{
Pe if i = j,
Pi if i �= j.

(1)

bpi,j =
⎧⎨
⎩
PW if S1+((i−j)modm)

(
r, p + (j − 1)X

m

)
= 0,

PB else.
(2)

Thus for each row, it needs to repeat the sub-processes X/m times
for p=1, 2, . . . ,X/m. Note that in a single sub-process, api is the block
on the (p + (i − 1)X/m)-th column of the share image SA and bpi is
the block on the (p + (i − 1)X/m)-th column of the share image SB.
After repeating the sub-processes for all rows, the share images are
obtained.
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Table 4
Comparisons of visual secret sharing schemes for multiple secrets

Schemes Chen and Wu's scheme [31] Hsu et al.'s scheme [32] The proposed scheme

No. of secrets Contrast Expanding size Contrast Expanding size Contrast Expanding size

2 1/4 4 1/2 4 1/6 6
3 N/A N/A N/A N/A 1/9 9
4 N/A N/A N/A N/A 1/12 12
m N/A N/A N/A N/A 1/3m 3m

Fig. 13. Secret images: (a) Secret image 1. (b) Secret image 2. (c) Secret image 3. (d) Secret image 4. (e) Secret image 5.

3.7. Example

A simple example of the (2, 2)-3-VSSM scheme is illustrated in
Fig. 11,where 0◦, 120◦, and 240◦ can reveal secret images S1 = [1 0 1],
S2 = [0 0 1], and S3 = [1 0 0], respectively. There is only one sub-
process needed with r=1 and p=1. According to Eq. (1), a11=[PePiPi],
a12 = [PiPePi], and a13 = [PiPiPe].

From Eq. (2), b11,1 is PB since S1(1, 1) is black, b11,2 is PW since

S3(1, 2) is white, and b11,3 is PB since S2(1, 3) is black. As a result,

b11 = [PBPWPB]. After performing the same process for b2 and b3,
b12 = [PWPWPW ] and b13 = [PBPWPB] are gotten.

After using the selected visual patterns to substitute for share
images, a11 = [101110110], a12 = [110101110], a13 = [110110101], b11 =
[011101011], b12 = [101101101], and b13 = [011101011] can be ob-

tained. The results using a1i and b1i for i=1, 2, 3 to generate the share
images are shown in Fig. 11.

3.8. Breaking the fixed patterns

The last part of the sub-process is using random permutation for
every block to break up the regular pixel distribution. For the above
example, let a random permutation be applied to the blocks. Then
the pixel positions in a single share image are no longer related to
the secrets. In other words, the share images do not suffer from the
false contour problem. Meanwhile, the secrets can still be decrypted
by stacking the share images as shown in Fig. 12.

Algorithm (Encryption Process of (2, 2)-m-VSSM).
Input: Secret images S1, S2, . . . , Sm
Output: Two share images SA, SB
Step 1: Adjust the size of all secret images to X × Y that the X
must be a multiple of m.
Step 2: Initialize the processing row r = 1 of the images.
Step 3: Start the p-th process of the proposed scheme with p=1.
Step 4: Select the 1, m + 1, 2m + 1, . . . ,X − m + 1 secret pixels to
generate the blocks ap1, a

p
2, . . . , a

p
m and bp1, b

p
2, . . . , b

p
m according to

Eqs. (1) and (2). Note that Eqs. (1) and (2) are inducted from the
relationship graph and substitute the graph.
Step 5: Perform permutation on generated blocks ap1, a

p
2, . . . , a

p
m

and bp1, b
p
2, . . . , b

p
m.

Step 6: Fill the blocks in the shareimages such that api is the block
on the r-th row and (p + X(i − 1)/m)-th column of share image

SA and bpi is the block on the r-th row and (p + X(i − 1)/m)-th
column of share image SB.
Step 7: If p <X/m, return to Step 4 for the next process p := p+1.
Step 8: If r < Y , return to Step 3 for the next row r:=r + 1.
Step 9: Out put the two share images SA and SB.

4. Comparisons and experimental results

For visual secret sharing schemes, there are two evaluation terms:
expanding size and contrast. Expanding size is the ratio of the share
image size over the original secret image size, and the smaller num-
ber means a better performance. In Naor and Shamir's (2, 2)–VSS
scheme, the expanding size is 4 since each secret pixel becomes a
share block with 4 sub-pixels. Contrast is the difference between the
revealed black and white secret pixels. The larger contrast indicates
that it is easier to distinguish the decrypted secret pixels. The con-
trast of Naor and Shamir's (2, 2)–VSS scheme is 1/2 since there is half
white sub-pixels in a white stacked block and all black sub-pixels in
a black stacked block.

In the encryption process, every share block is filled withm visual
patterns and the two share images are 3m (that is,m×(pattern size))
times larger than the original secret image. The contrast of the pro-
posed scheme is 1/3m because there is one transparent sub-pixel
in a white stacked block and fully opaque in a black stacked block.
Compared with the other schemes, Chen and Wu's scheme [31] and
Hsu et al.'s scheme [32] both expand a secret pixel to four sub-pixels.
There is only one white sub-pixel in a stacked white block in Chen
and Wu's scheme, and there are two white sub-pixels in Hsu et al.'s
scheme. Although the proposed scheme does not perform as well
as the previous ones for two secret images, it can deal with more
than two secrets while the existing schemes cannot. Table 4 lists
the comparisons of the schemes, where both Chen and Wu's scheme
[31] and Hsu et al.'s scheme [32] cannot handle more than two
secrets.

A (2, 2)-5-VSSM scheme experiment is provided to demonstrate
the results of the proposed scheme. In Fig. 13, the first two secret
images are text images and the other three images are binary images,
where all the secrets are sized 100 × 100. Though the expanding
size is 15 (that is, 3× 5) in the proposed scheme, one sub-pixel was
wasted to make the block become square. As a result, the size of
share blocks was increased to 4×4, and the additional sub-pixel was
left black in this experiments. The share images are shown in Figs.
14(a) and (b), and the stacked results of the proposed scheme are
shown in Figs. 14(c)–(g).
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Fig. 14. A (2, 2)-5-VSSM scheme experiment: (a) Share image 1. (b) Share image 2. (c) Revealed secret image with 0◦ rotated. (d) Revealed secret image with 72◦ rotated.
(e) Revealed secret image with 144◦ rotated. (f) Revealed secret image with 216◦ rotated. (g) Revealed secret image with 288◦ rotated.
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Fig. 15. Stacked results of destroyed shares: (a) The stacked result of the first stacked secret for 5% distortions of Share 2. (b) The stacked result of the first stacked secret
for 10% distortions of Share 2. (c) The stacked result of 5% distortions of both shares.

From this experiment, it is obvious that the proposed share im-
ages do not leak any secret information from the share images, and
all the secret images are decrypted successfully by stacking the share
images at the corresponding angles. The proposed scheme not only
achieves the desired goals but also improves the efficiency of visual
cryptography for numerous secret images.

If the share images are damaged during transmission or repro-
duction, the results of the stacked secret are also affected. According
to the block relationship mentioned in Section 3.2, if a block is dis-
torted, the related secret blocks are all affected. Therefore, the secret
distortion ratio is directly related to the share destruct ratio. To show
this result, we add 5% and 10% random distortions on the second
share image in our experiment, respectively. In addition, 5% random
distortions are added to both share images. The stacked results of
the first secret images are shown as follows. From these revealed re-
sults, it is obvious that the distortions are related to the share noise,
and the secret information is still clear enough to be recognized by
human vision (Fig. 15).

5. Conclusions and future works

This paper proposes an extended visual secret sharing scheme to
share multiple secret images into two share images. The relationship
between blocks of share images is modeled first. Then the share
images are constructed by using the pre-defined visual patterns. An
arbitrary number of different secret images can be hidden in two
share images, and they can be decrypted at aliquot stacking angles.
From the properties described in Section 4, the visual patterns are
directly related to the quality of the decryption results and should
be selected carefully.

The decryption angles in the proposed scheme are designed to be
aliquot angles so that the relationship graph is able to be constructed,
and a designated set of stacking angles is a unique way for the next
step. Moreover, extending visual secret sharing schemes of multiple
secrets to a general k-out-of-k model is one of the goals.
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